IPv6 XN —Z A FIA4VE2RRE
RFC7084 @ ik

[%5 1.0 k]

201745 A 31 H

IPv6 % K - B b HEE e

IPv4/IPv6 L5V —x% o 7 7 —7
IPv6 gL — 2T —% 0 T T —F



KT B

S B

e

201745 A 31 H

5 1R




IPv6 HIEH /L —Z HA FT7 A 5 2 il L RFC7084 D Eri: IPv6 & & - @ AL s =

L TR CBIT ettt sttt st n e 1
L1 ARSCEEAL DT E B et 1
1.2 RSCE DR oo 2

2 ReQUITEIMENLS ..cccoeieieieieieieieieeeeeeeeeeeeeeeeeeeeeeeeeeeeeeee et ee e e e e e et e e e e e e e e e e e e eeeeeeeeeeeeeeeeeeseeeens 2
2.1  General ReqUITEMIENTS .........cvvvviviiiiieieiiiieeeiieeeeeeeeeeeeeeeereeeeereereeeeereeaeeee——————————————————— 2
2.2 WAN-Side ConfiQUration .........ccooeeeeiiiiieeeiiiiiteeeiieeeeeriteeeeeeitreeeeeeveeeeeeereeeeeeeareeeeenns 3

2.2.1  WAN-s1de reqUITEIMENTS. .....ccuvviiiiieeeeeeciiieeeeeeeeeeecirre e e e e e e eeearrreeeeeeeeeaaaseeeeas 3
2.2.2  Link-layer requirements........ccccceeeiieieeiiiiiiieeeee e et e e 4
2.2.3  Address assignment requIrements ........ccceeeeeeeeeiiiiiieeeeeeeeeiicieeeeeeeeeeeeeivneens 5
2.2.4  Prefix delegation requirementsS.........ccccoovveiiieieiiiiiiiiieeeee et e 7
2.3 LAN-Side Configuration ........cccceeiiiiiiiiiiiiiiiieee et e e eevaeeeae e 9
2.3.1  ULA FreqUITEMENTS. .....ceeiiiiiiiiiiiieeeeeeeeeciiteee e e e e eeeireeeeeeeeeeearareeeeeeeeenanseeeens 9
2.3.2  LAN reqUITEIMENTS ...uvvviiiiiiiiiiiiiiiiieeeeeeeeceiiteeeeeeeeeeeirreeeeeeeeeeetarreeeeeeeeeennnns 10
2.4  Transition Technologles SUPPOTt.......ccccviiiiiiiiiiiiiiiiieee e 13
P2 S N 3 LSOO PSPPSR 13
2.4.2  Dual-Stack Lite (DS-LAte)......cccoeierereriieieriieieieereeeeete et 13
2.5 SeCUIItY FeQUITEIMEIITS. ....cciiiiiiiiiiieeeeeeeiiiteeeeeeeeeeietreeeeeeeeeeettareeeeeeeeeesensraaeeeeaeeens 14
B RET A U/ ettt 15



IPv6 HIEH /L —Z HA FT7 A 5 2 il L RFC7084 D Eri: IPv6 % )% - & B et

1 IXC®IZ

1.1 ARXEEROERLEW

IPv6 & K« & AL HEE i X1 TPv4/IPv6 (7T —% > 7 7L —7 IPv6 FJEH /L — &
TI—=X 77 N—72 (SWG) Tl&, MMPv6 ZEEHNL—Z A F74 V& 2 il (BT,
HARTA ) % 201047 A 29 AICABI L TRV, BIfE, Ui 7oiat i T
Do BIRIZH TV | 4% SWG TIXEBRI Zeikam, B (SHCE L. SNSRI X 2 B
DRETEE 21T > TWVD, ZOMEIT, JIRILEEVA FT A OEREWMHIZL, &w
IZBWT, HEEOHNEL A R4 VICRViATLZ L2 HAME LTEREY, BRI
Internet Engineering Task Force3 (UL T, IETF)., Broadband Forum* (ULF., BBF) %"E
IRFEAT Lo CE R E LT 5, 201446 1213, BBF 22 20104 5 1 (29817 L 7= TR-124
Functional Requirements for Broadband Residential Gateway Devices Issue: 2 5 (LL T,
TR-124i2) OWNEZHFEL, TPv6 HEHNL—F A N7 A4 H 2 /R L L, £Zo%
FLOTLEFELARL, 6

ACEX, IETF 28 2013 4F 11 A I2%1T L7z RFC7084 "Basic Requirements for IPv6
Customer Edge Routers." 7 OINEZ AT 5 & i, [TPv6 HEHNL—Z T A K74 5
2%ka@b\% YEELDELDTHSD, RFCT084 (%, IETF ICTHRE LT 1 b=
NOFEIGTER BN XETH Y IPv6 FEML—Z ORERROARRZ £ & o7 LRed
A RIA4 /&ttix L7ZHE R, WL DDy THIXEFIZR T D RN H o7, ZDFERIT
EIZT v b = VEE ORI BT D RLalRLEE D, X R as D Lﬁﬁ@EW(%W
LOFMT \ FaLoENE) ITERLTWD, B Ll CEOERDN, Sl ORR A
RAE L, FEH L — & OFEE KO — AT I2 81T 5 TPve #e h— B A DEERR E
F 7213 IPV6 FEEH L — & DR E DB B IR ENTH D,

1 IPv6 ¥ K - @& EA b HEE S - httpst//www.v6pc.ip/

2 [Pv6 FEEM /L — % SWG : https://www.v6pc.jp/ip/wg/coexistenceWG/v6hgw-swg.phtml
3 The Internet Engineering Task Force : https://www.ietf.org/
4

Broadband Forum : https!//www.broadband-forum.org/
5 TR-124i2 : https!//www.broadband-forum.org/technical/download/TR-124 Issue-2.pdf
6 TPv6 FIEMAN—F A K74 5 2K & TR -124i2 O g -
https!//www.v6pc.jp/pdf/v6hgw_tr124i2 comparison_ 1.0.pdf
7 RFC7084 : https//tools.ietf.org/html/rfc7084
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1.2 ARIXEDOHER

ARILEOH 2 FLKETIE, RFC7084 & DLk, 2N L3\ X 92 RFC7084 DK
HHEZRM L, A4 RTA4 v 0ESZFEHTIEE LT,

2 Requirements

2.1 General Requirements

G-1 An IPv6 CE router is an IPv6 node A N7 A4 Tl RFC6434
according to the IPv6 Node Requirements BEEIL TR,
specification [RFC6434]. IR C R 1R % et 5,

G-2 The IPv6 CE router MUST implement A N7 A Tlx RFC4443
ICMPv6 according to [RFC4443]. B L TR,

In particular, point-to-point links MUST WA CRBE L RETT 5,
be handled as described in Section 3.1 of
[RFC4443].

G-3 The IPv6 CE router MUST NOT forward A BT A NITFLIER R
any IPv6 traffic between its LAN AT
interface(s) and its WAN interface until the | KR CKMIFIEZRFIT 5,

router has successfully completed the IPv6

address and the delegated prefix acquisition
process.

G-4 By default, an IPv6 CE router that has no A N7 A AZITFEIR R
default router(s) on its WAN interface AN

MUST NOT advertise itself as an IPv6 IR TR TTIEZ G %,
default router on its LAN interfaces.

That is, the "Router Lifetime" field is set

to zero 1n all Router Advertisement

messages it originates [RFC4861].
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G-5

By default, if the IPv6 CE router is an
advertising router and loses its IPv6 default
router(s) and/or detects loss of connectivity
on the WAN interface, it MUST explicitly
invalidate itself as an IPv6 default router on
each of its advertising interfaces by
immediately transmitting one or more
Router Advertisement messages with the
Lifetime"

[RFC4861].

"Router field set to zero

=

HA KT A NZBET 55l
fY,

(f: 33, 34 T SHOULD
ELTV5,)

WK C B & IRk N AR
a5,

2.2 WAN-Side Configuration

2.2.1 WAN-side requirements

IPv6 CE router MUST use Router Discovery
as specified in [RFC4861] to discover a
default router(s) and install a default
route(s) in its routing table with the

discovered router's address as the next hop.

W-1 When the router is attached to the WAN | HA K7 A > OFE: 4 TIX,
interface link, it MUST act as an IPv6 host "AND"CHRELTW\5DT
for the purposes of stateless [RFC4862] or | ZRfEnvER L\ 23, EAAIZIX
stateful [RFC3315] interface address| @& L TW5,
assignment.

W-2 The IPv6 CE router MUST generate a A N7 A AZITFER R
link-local address and finish Duplicate AT
Address Detection according to [RFC4862] W C IR G 1EZ R 5,
prior to sending any Router Solicitations on
the interface. The source address used in the
subsequent Router Solicitation MUST be the
link-local address on the WAN interface.

W-3 Absent other routing information, the A N7 A AZIFFEIR R

R,

IR C R IT a5,
L, —ERITL-> T
Routing Information 73 i# %0
SINLHEDRDH DL, EDOLE
RSN E D BARRRT D,
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W-4 The router MUST act as a requesting A KT A4 OFM 1 TS
router for the purposes of DHCPv6 prefix STV 5b,
delegation ([RFC3633]).

W-5 The IPv6 CE router MUST wuse a HA KT A AT FER R
persistent DHCP Unique Identifier (DUID) AAN
for DHCPv6 messages. The DUID MUST IR TR L% G 5,
NOT change between network-interface
resets or IPv6 CE router reboots.

W-6 The WAN interface of the CE router HA R A AITFLIR

2, PCPIXEWNICEBWT
VEBAE— I K L TuZgn
RILDZ, FLd L7z,

SHOULD support a Port Control Protocol
(PCP) client as specified in [RFC6887] for
use by applications on the CE router. The
PCP client SHOULD follow the procedure
specified in Section 8.1 of [RFC6887] to
discover its PCP server. This document

position on whether

enabled by default or

takes no such
functionality is
mechanisms by which users would configure
the functionality. Handling PCP requests
from PCP clients in the LAN side of the CE

router is out of scope.

2.2.2 Link-layer requirements

WLL-1 If the WAN interface supports Ethernet HA RT7A NGk 7e L,
encapsulation, then the IPv6 CE router | #itE7 /L ORIy
MUST support IPv6 over Ethernet (36— 2.1.1 48 49)1Z
[RFC2464]. LM RFC & L TERT 2,

WLL-2 If the WAN interface supports PPP HA RT7A NGk 7e L,

BT T L ORI ERSY
(5 R 2.1.2 58212
M RFC & L CERT A,

encapsulation, the IPv6 CE router MUST
support IPv6 over PPP [RFC5072].
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WLL-3

If the WAN interface supports PPP
encapsulation, n a dual-stack
environment with IPCP and IPV6CP
running over one PPP logical channel, the
Network Control Protocols (NCPs) MUST
be treated as independent of each other

and start and terminate independently.

HA RT A AZ@R72 L,
W CI M5 152 a3 5,

2.2.3 Address assignment requirements

i

support the following DHCPv6 options:
Identity Association for Non-temporary
Address (IA_NA), Reconfigure Accept
[RFC3315], and DNS_SERVERS
[RFC3646].

The IPv6 CE router SHOULD be able
to support the DNS Search List (DNSSL)
option as specified in [RFC3646].

WAA-1 The IPv6 CE router MUST support A RTA v OEM 4 TAE
Stateless Address Autoconfiguration STV 5D,

(SLAAC) [RFC4862].

WAA-2 The IPv6 CE router MUST follow the A KT A 2GR L,
recommendations in Section 4 of | FEFET ALORINELY
[RFC5942], and in particular the | (5 o 2.1 29I
handling of the L flag in the Router L=0/1 12\ THiFa L,
Advertisement Prefix Information option. Y LE S 72— A(CATV

) EFLHT D,

WAA-3 The IPv6 CE router MUST support A KT A OFEH 4 TEE
DHCPv6 [RFC3315] client behavior. ST 5,

WAA-4 The IPv6 CE router MUST be able to | # A K7 A > OFff: 4 |[ZR5H

T 55081 &H DA, option 12
DWTIERER L THeno T
ERAGERINZSIEY [l aeW
Must/Should %D M HE §,
Bt %,
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WAA-5 The IPv6 CE router SHOULD HA KT A itk L,
implement the Network Time Protocol | KW TG IEEMRETT 5,
(NTP) as specified in [RFC5905] to| SNTPIZOWTHEL#ET 5,
provide a time reference common to the
service provider for other protocols, such
as DHCPv6, to use. If the CE router
implements NTP, it requests the NTP
Server DHCPv6 option [RFC5908] and
uses the received list of servers as
primary time reference, unless explicitly
configured otherwise. LAN side support
of NTP 1s out of scope for this document.

WAA-6 If the IPv6 CE router receives a Router A RTA NGk 7 L,
Advertisement message (described in | WAA-4 OFlik & T
[RFC4861]) with the M flag set to 1, the IR CIMR G 1EZ 3 5,
IPv6 CE router MUST do DHCPv6
address assignment (request an IA_NA
option).

WAA-7 If the IPv6 CE router does not acquire A KT A0 3.2.3 2[R
a global IPv6 address(es) from either | DFEiRIEH DA, EHTS
SLAAC or DHCPv6, then it MUST create 7 U ADERRFTIEIZOWT
a global IPv6 address(es) from its TZRAHEIZE D TR
delegated prefix(es) and configure those | WAA-7 IZGDHE DM ED,
on one of its internal virtual network | KW CKMRITIEZMRFTT 5,
interfaces, unless configured to require a
global IPv6 address on the WAN
interface.

WAA-8 The CE router MUST support the HA RTA ZiEidik 72 L,
SOL_MAX_RT option [RFC7083] and | “KhR CBRFiES L UWAERE
request the SOL_MAX_ RT option in an IZOWTHRETT 5,

Option Request Option (ORO).
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WAA-9 As a router, the IPv6 CE router MUST HA KT A 2Tk 22 L,
follow the weak host (Weak End System) | KK Tix WAA-7 (2T
model [RFC1122]. When originating | G323, MUST & L7\,
packets from an interface, it will use a {B.L. CE Logo Htf55:1F &
source address from another one of its LTIEMUST CThHZ L%
interfaces if the outgoing interface does LR 5,

not have an address of suitable scope.

WAA-10 The IPv6 CE router SHOULD HA RZA4 257 L,
implement the Information Refresh Time IR CIR T i A it %,
option and associated client behavior as
specified in [RFC4242].

2.2.4 Prefix delegation requirements

WPD-1 The IPv6 CE router MUST support | FA4 RJ7 A > O T TAE
DHCPv6 prefix delegation requesting | SV TV 5,

router behavior as specified in [RFC3633]
(Identity Association for Prefix
Delegation (IA_PD) option).

WPD-2 The IPv6 CE router MAY indicate as a | # A N7 A Itk L,

hint to the delegating router the size of | KR CKMIFIEZRFIT 5,
the prefix it requires. If so, it MUST ask
for a prefix large enough to assign one /64
for each of its interfaces, rounded up to
the nearest nibble, and SHOULD be

configurable to ask for more.




IPv6 HIEH /L —Z HA FT7 A 5 2 il L RFC7084 D Eri: IPv6 % % - mE LHEtE S

WPD-3 The IPv6 CE router MUST be prepared to | 74 K7 A itk L,
accept a delegated prefix size different | W T ITIEE MR 5,
from what is given in the hint. If the
delegated prefix is too small to address
all of its interfaces, the IPv6 CE router
SHOULD log a system management
error.[RFC6177] covers the
recommendations for service providers
for prefix allocation sizes.

WPD-4 By default, the IPv6 CE router MUST | 714 RZ A {Zftik7e L,
initiate DHCPv6 prefix delegation when | Z: 1 fH4EH 5 ICNE ZBRC
either the M or O flags are set to 1 in a | %,

received Router Advertisement (RA)
message. Behavior of the CE router to
use DHCPv6 prefix delegation when the
CE router has not received any RA or
received an RA with the M and the O bits
set to zero i1s out of scope for this

document.

WPD-5 Any packet received by the CE router | A N7 A » OFff: 43 TWH
with a destination address in the | SV TV %,

prefix(es) delegated to the CE router but
not in the set of prefixes assigned by the
CE router to the LAN must be dropped.
In other words, the next hop for the
prefix(es) delegated to the CE router
should be the null destination. This is
necessary to prevent forwarding loops
when some addresses covered by the

aggregate are not reachable [RFC4632].
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(a)

The IPv6 CE router SHOULD send an
ICMPv6 Unreachable
message in accordance with Section 3.1 of
[RFC4443] back to the source of the
packet, if the packet is to be dropped due

Destination

to this rule.

HA RT A AZ@R72 L,
B 43 FY OB IR T 5,

WPD-6

If the IPv6 CE router requests both an
TA_NA and an IA_PD option in DHCPv6,
it MUST accept an IA_PD option in
DHCPv6 Advertise/Reply messages, even
if the message does not contain any
unless configured to only
WAN IPv6 address via

addresses,
obtain its
DHCPv6;
see [DHCPv6-STATEFUL-ISSUES].

HA KT A g7 L,
T4 Y OFCIR % FE L,
BFLT 5,

WPD-7

By default, an IPv6 CE router MUST
NOT
protocol on its WAN interface.

initiate any dynamic routing

HA KT A Gl 7 L,
R CHTREEE & L C X5
R 5,

WPD-8

The IPv6 CE router SHOULD support
the [RFC6603] Prefix Exclude option.

HA KT A Gl 7e L,
IR CRME R /i35,

2.3 LAN-Side Configuration

2.3.1 ULA requirements

ULA-1 The IPv6 CE router SHOULD be A KT A B 10 OFLR
capable of generating a ULA prefix %Z ULA-1 MY O Rtk A
[RFC4193]. 1%,

ULA-2 An IPv6 CE router with a ULA prefix HA RTA AR L,
MUST maintain this prefix consistently RICTHREN: & LT
across reboots. Bk 515 2 13 %0

ULA-3 The value of the ULA prefix SHOULD HA RTA AR L,
be configurable. IR CHHESR & LT

Bk 518 2 13 %0
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advertise itself as a default router with a

Router Lifetime greater than zero

whenever all of its configured and

delegated prefixes are ULA prefixes.

ULA-4 By default, the IPv6 CE router MUST HA RT A AZ@R72 L,
act as a site border router according to | WKIRKCTHIAIZEME LT
Section 4.3 of [RFC4193] and filter | B IEZRFIT D,
packets with local IPv6 source or
destination addresses accordingly.

ULA-5 An IPv6 CE router MUST NOT HA RT7A NGk 7 L,

TR T iR 2 Rt %,

2.3.2 LAN requirements

prefix(es) (and ULA prefix if configured to
provide ULA addressing) using the "Route
Information Option" specified in Section
2.3 of [RFC4191].

independent of having or not having IPv6

This advertisement is

connectivity on the WAN interface.

L-1 The IPv6 CE router MUST support A K74 Tix RFC4861
router behavior according to i 3 A DGRV AN
Neighbor Discovery for IPv6 [RFC4861]. W CR T L% et 5,

L-2 The IPv6 CE router MUST assign a HA RT7A NGk 7e L,
separate /64 from its delegated prefix(es) RFC OFtat TiE,

(and ULA prefix if configured to provide | LAN Interface ™%

ULA addressing) for each of its LAN (BRSO 7Y v

interfaces. EIEDR ) BB 72> T
BOLT, A FTA~D
BT & 2 D,

L-3 An IPv6 CE router MUST advertise HA RTA NGk 72 L,
itself as a router for the delegated IR TR T L% a3 %,

10
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L-4 An IPv6 CE router MUST NOT A KT A4 25078 L,
advertise itself as a default router with a | R CKMFIEEKRFTTT 5,
Router Lifetime [RFC4861] greater than
zero if it has no prefixes configured or
delegated to it.

L-5 The IPv6 CE router MUST make each HA K7 A TiL RFC4861
LAN interface an advertising interface LTV,
according to [RFC4861]. IR TR L% G 5,

L-6 In Router Advertisement messages HA KT A TGl L,
([RFC4861]), the Prefix Information IR CHTHE & LT
option's A and L flags MUST be set to 1 by MG & a5,
default.

L-7 The A and L flags' ([RFC4861]) settings HA KT A4 ik L,
SHOULD be user configurable. WHLC L6 OFEH: & T

R IGHE A IR 5,

L-8 The IPv6 CE router MUST support a WA N7 A4 Tlx RFC3315,
DHCPv6 server capable of IPv6 address | RFC3736 % Xl L Citak L T
assignment according to [RFC3315] OR a | W72\, ARIZT RFC OFtik
stateless DHCPv6 server according to | ([ZH&bHH TRMFIEZMREFT
[RFC3736] on its LAN interfaces. Do

L-9 Unless the IPv6 CE router is configured HA RTA AR L,
to support the DHCPv6 IA_NA option, it IR IR T L% a3 %,
SHOULD set the M flag to zero and the O
flag to 1 in its Router Advertisement
messages [RFC4861].

L-10 The IPv6 CE router MUST support A R A B 39 [TFLak
providing DNS information in the DHCPv6 HY,

DNS_SERVERS and DOMAIN_LIST WMUZC DOMAIN_LIST (2
options [RFC3646]. B9 2k & B4 5,

L-11 The IPv6 CE router MUST support FOREAE & U CWRRRIZEM
providing DNS information in the Router T5, (A K74 %38
Advertisement Recursive DNS Server D MAY % MUST |2 H,
(RDNSS) and DNS Search List options. FE 39 OEZILHIBR, )
Both options are specified in [RFC6106].

11
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L-12 The IPv6 CE router SHOULD make A N7 A B 40, Bt 62
available a subset of DHCPv6 options (as \ZFLik & 1,

listed in Section 5.3 of [RFC3736]) received | hIZ T RFC OFtifIc

from the DHCPv6 client on its WAN HAOETHWEFZSIRT 5,
interface to its LAN-side DHCPv6 server.

L-13 If the delegated prefix changes, i.e., the HA KT A B 33 IR
current prefix is replaced with a new prefix HY,

without any overlapping time period, then IUZ T RFC OFERAAE &
the IPv6 CE router MUST immediately MBS 2 [T %
advertise the old prefix with a Preferred
Lifetime of zero and a Valid Lifetime of
either a) zero or b) the lower of the current
Valid Lifetime and two hours (which must
be decremented in real time) in a Router
Advertisement message as described in
Section 5.5.3, (e) of [RFC4862].

L-14 The IPv6 CE router MUST send an A RTA NGk 72 L,

ICMPv6 Destination Unreachable IR CI T iE A it 5,
message, code 5 (Source address failed
ingress/egress  policy)  for  packets
forwarded to it that use an address from a

prefix that has been invalidated.

12
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2.4 Transition Technologies Support

2.4.1 6rd

The CE router SHOULD support 6rd | 2017 4 4 A KR Tl
functionality. EWN - #E/ & S IPv6 only

% L < (% IPv4/IPv6 Dual Stack
WL DRy NT— 7 A i
272> CTH Y 6rd OFIHIFAE
SN2, A RZ7A4 2 TlE
RLIR L7auy,

Xord ICBITFAKERBEHIZOWTIIALEZTIIdEs0 15,

2.4.2 Dual-Stack Lite (DS-Lite)

The IPv6 CE router SHOULD implement | &KMRIZ T, IPv6 BATHE IO FE %
DS-Lite functionality. BANL., DS-Lite (2o THEA:
ZiBRLT %,

F 72, MAP-E & O OBATHAfT
WZOWTHTA RTA ~D
IR 2 ETT 5,

¥DS-Lite (251} A FERIERIC OV TIEIALETITHNEN LT 5,




IPv6 HIEH /L —Z HA FT7 A 5 2 il L RFC7084 D Eri: IPv6 % % - mE LHEtE S

2.5 Security requirements

S-1 The IPv6 CE router SHOULD support HA RT7A4 T,
[RFC6092]. In particular, the IPv6 CE X2V T4 IZBHLT
router SHOULD support functionality | #fifk LT\ e\, HriREA:
sufficient for implementing the set of | & L CEFET 5,
recommendations in [RFC6092], Section 4. HL., BEFOHA KT A4 D
This document takes no position on | TEx=UTF ¢ EffL DA
whether such functionality is enabled by R L7 LT 5,
default or mechanisms by which users
would configure it.

S-2 The IPv6 CE router SHOULD support A RTA TRk L,
ingress filtering in accordance with BCP 38 |  #HEM: & L CGERET 5,
[RFC2827]. Note that this requirement
was downgraded from a MUST from RFC
6204 due to the difficulty of

implementation in the CE router and the
feature's redundancy with upstream router
ingress filtering.

S-3 If the IPv6 CE router firewall is TA RT A B 14 (2B
configured to filter incoming tunneled | &FEiRH Y,

data, the firewall SHOULD provide the | KMHZFIZOW IR T
capability to filter decapsulated packets | a3 5,

from a tunnel.

14



IPv6 HIEH /L —Z HA FT7 A 5 2 il L RFC7084 D Eri:

3 BRETA v/ —

IPv6 % % - mE LHEtE S

FLITHRET A N =2k B Y E LS D A =T A8 D 50 FIHIZHE > T D,

AT

K4

NECTZ v 74— b A&

JE Efp (HBaE)

VAL AT KRS RS

Fif #kt (P2 R)

El ZIK 'fm EEAIJEHE_EAH:

ey EE (ak)

T IRy FU— 7 ARAS

Hr L

NTT 222 2 =4 —3 3 v ARaH AR Bgr
MASHA v —y " =TT 47 | R HaE
JPCERT/CC JEEF
T~ R EAE R ME
BRR S = 2 AT HE W (FER)
Bt =2 SR T i B (FEER)
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